AUTHENTICATED
U.S. GOVERNMENT
INFORMATION

GPO

Department of Health and Human Services

criteria adopted by the Secretary at
subpart C of this part.

(b) An ONC-ACB must provide the
option for a Complete EHR to be cer-
tified solely to the applicable certifi-
cation criteria adopted by the Sec-
retary at subpart C of this part.

(c) Gap certification. An ONC-ACB
may provide the option for and perform
gap certification of previously certified
Complete EHRs.

(d) Inherited certified status. An ONC-
ACB must accept requests for a newer
version of a previously certified Com-
plete EHR to inherit the certified sta-
tus of the previously certified Com-
plete EHR without requiring the newer
version to be recertified.

(1) Before granting certified status to
a newer version of a previously cer-
tified Complete EHR, an ONC-ACB
must review an attestation submitted
by the developer of the Complete EHR
to determine whether any change in
the newer version has adversely af-
fected the Complete EHR’s capabilities
for which certification criteria have
been adopted.

(2) An ONC-ACB may grant certified
status to a newer version of a pre-
viously certified Complete EHR if it
determines that the capabilities for
which certification criteria have been
adopted have not been adversely af-
fected.

(e) An ONC-ACB that has been au-
thorized to certify Complete EHRs is
also authorized to certify all EHR Mod-
ules under the permanent certification
program.

§170.550 EHR Module certification.

(a) When certifying EHR Module(s),
an ONC-ACB must certify in accord-
ance with the applicable certification
criteria adopted by the Secretary at
subpart C of this part.

(b) An ONC-ACB must provide the
option for an EHR Module(s) to be cer-
tified solely to the applicable certifi-
cation criteria adopted by the Sec-
retary at subpart C of this part.

(c) Gap certification. An ONC-ACB
may provide the option for and perform
gap certification of previously certified
EHR Module(s).

(d) An ONC-ACB may provide an up-
dated certification to a previously cer-
tified EHR Module(s).

§170.553

(e) Privacy and security certification.
EHR Module(s) shall be certified to all
privacy and security certification cri-
teria adopted by the Secretary, unless
the EHR Module(s) is presented for cer-
tification in one of the following man-
ners:

(1) The EHR Modules are presented
for certification as a pre-coordinated,
integrated bundle of EHR Modules,
which would otherwise meet the defini-
tion of and constitute a Complete EHR,
and one or more of the constituent
EHR Modules is demonstrably respon-
sible for providing all of the privacy
and security capabilities for the entire
bundle of EHR Modules; or

(2) An EHR Module is presented for
certification, and the presenter can
demonstrate and provide documenta-
tion to the ONC-ACB that a privacy
and security certification criterion is
inapplicable or that it would be tech-
nically infeasible for the EHR Module
to be certified in accordance with such
certification criterion.

(f) Inherited certified status. An ONC-
ACB must accept requests for a newer
version of a previously certified EHR
Module(s) to inherit the certified sta-
tus of the previously certified EHR
Module(s) without requiring the newer
version to be recertified.

(1) Before granting certified status to
a newer version of a previously cer-
tified EHR Module(s), an ONC-ACB
must review an attestation submitted
by the developer(s) of the EHR Mod-
ule(s) to determine whether any change
in the newer version has adversely af-
fected the EHR Module(s)’ capabilities
for which certification criteria have
been adopted.

(2) An ONC-ACB may grant certified
status to a newer version of a pre-
viously certified EHR Module(s) if it
determines that the capabilities for
which certification criteria have been
adopted have not been adversely af-
fected.

§170.553 Certification of health infor-
mation technology other than Com-
plete EHRs and EHR Modules.

An ONC-ACB authorized to certify
health information technology other
than Complete EHRs and/or EHR Mod-
ules must certify such health informa-
tion technology in accordance with the
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